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Pārvaldības un kontroles sistēma

MCS will mainly operate by using the current system under the Solidarity funds. Two main 
structural units have been set up within the RA. 1st unit will perform the functions of 
planning, selection and approval of the projects, reporting to the EC, ensuring the secretariat 
functions of the Monitoring Committee, publicity, etc., whereas 2nd unit will ensure the 
functions of project control of the Fund, including administrative and on-the-spot controls.

The Ministry of Finance will continue fulfilling the obligations of the AA.
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1. KOPSAVILKUMS

Support a Common Visa Policy

LV will focus on development of information systems and training.

This goal will be achieved by:

 improving NVIS
 support and training for NVIS users
 efficient application of the Visa Code.

The following results are expected to be achieved:

 data exchange among EU MS in relation to visa applications and related decisions is 
facilitated

 person verification at external border control points is improved
 trained consular staff able to apply Visa Code.

 

Borders

LV will focus on implementation of EUROSUR, modernisation of REIS, development of 
N.SIS II and SIRENE, renewal and modernisation of technical means for border control.

This goal will be achieved by:

 development of current State Border Guard (SBG) a border monitoring and control 
systems

 linking national surveillance and control information exchange systems to SBG 
information exchange gear (national EUROSUR)

 creation of common national situation picture
 modernisation of marine surveillance system
 introduction of a new REIS, development of N.SIS II and SIRENE
 purchase of modern border control equipment
 improving SBG mobility.
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The following results are expected to be achieved:

 development of SBG land border video surveillance infrastructure, monitoring and 
control systems. Equiping land border for future connection with EUROSUR

 creation of the situation picture of SBG land/sea borders according to the EUROSUR 
requirements

 adjustment of the Surveillance and Control System, creation of the national 
information exchange network for further integration into EUROSUR system

 creation of the national (common) situation picture for further integration into the 
EUROSUR system

 establishment of the reliable sea border monitoring data transfer via secure network
 improvement of the N.SIS II and SIRENE IS according to the most up-to-date 

requirements
 improvement of the border control information systems (REIS and RAIS)
 purchase of special equipment for working with the Biometric Data Processing 

System (BDPS)
 elaboration of a new centralised BDPS
 improvement of SBG mobility
 purchase of technical equipment, improvement of professional qualification of 

officials involved in border control and surveillance
 improvement of SBG mobility, inter alia, quality of border surveillance/control of 

foreigners within border zone and border land, maintenance of SBG capabilities to 
control border regime along the external land border.

 

 

Preventing and combating crime

LV will focus on the strengthening the capacity of the State Police (SP) to fight and prevent 
international cross border and organised crime using modern methods to ensure effective 
cooperation on European level.

The goal will be achieved by training and improving material and technical basis of the 
Internal Investigation Office (IIS), providing Forensic Service Bureau with modern forensics 
equipment, improving the exchange of information with other European law enforcement 
agencies, setting up common model for the prioritisation of involved forces to tackle serious 
and organised crime, improving the capacity of cybercrime prevention/enforcement, police 
training.

The following results are expected to be achieved:

 improved capacity of the IIS
 implemented quality management system of crime scene examination process 

according to the standard ISO/IEC17020
 drug testing methods improved, new methods of drug testing explored and validated
 strengthened area of the EU's priority of forensic sector – DNA, finger-foot, 

counterfeiting, explosive substances
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 quality of ballistic examinations improved 
 improved capacity for fighting cybercrime
 NCIM implemented 
 police training system developed 
 standardized procedure of the criminal investigation
 improved IIIS for automatic data exchange with the ECRIS
 PNR further developed and the operation of Passenger Information Unit (PIU) 

improved.

Risk and crisis

LV will focus on:

 risk reduction and disaster management of technological disasters and accidents 
involving CBRNE substances at the State Fire and Rescue Service (SFRC)

 successful participation in the ATLAS Network.

This goal will be achieved by:

 improving training environment and conditions for first responders by developing the 
training system to ensure practical performance in rescue situations of various 
characters, including CBRNE

 improving capacity of the counter-terrorism unit OMEGA.

The following results are expected to be achieved:

 improved knowledge of the first responders
 developed tailored-training ground/practical training simulators for examination of the 

skills of first responders and for application of technical equipment
 first responders ensured with vehicles and trailers for eliminations of consequences of 

CBRNE incidents
 improved capacity of the counter-terrorism unit OMEGA for the ATLAS Network.

 

Funding allocated to each specific objective:

Support a Common Visa Policy: EUR 3 731 943.75 EU funding

Borders: EUR 10 963 675.05 EU funding

Preventing and combating crime: EUR 11 634 836.05 EU funding

Risk and crisis: EUR 6 496 201.50 EU funding.
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2. BĀZES SITUĀCIJA DALĪBVALSTĪ

Kopsavilkums par situāciju dalībvalstī 2013. gada decembrī jomās, kas šajā dalībvalstī attiecas 
uz fondu

Support a Common Visa Policy

The number of visas issued at diplomatic and consular representations of LV abroad keeps 
increasing and has almost doubled since 2009.

In general, the number of visas issued by representations has a tendency to increase each year, 
e.g., in 2011 there were  163 957 visas issued, in 2012 -183 829, in 2013 -206 148.

LV continues implementation of VIS roll-out plan and it will require to obtain additional 
human resources for VIS connection tests, technical equipment connection, as well as for 
consulting employees of consular authorities after connection of the respective region to VIS.

LV  has a good data exchange between the National Visa Information System (NVIS) and the 
Central Visa Information System (CVIS), however, in the future it will be necessary to 
improve NVIS software through implementation of several new changes (e.g., changes related 
to implementation of the Visa Code).

Problems identified:

 NVIS technical solution is no longer sufficiently optimal and stable, taking into 
account the age of VIS architecture and data structure

 technical equipment for work with VIS will be outdated and deteriorated by 2016
 technical support of NVIS and VIS Mail is not sufficient
 NVIS users do not have a sufficient level of knowledge to work with the system
 due to the replacement of consular officials the qualification and skills of consular 

officials have not been improved according to the new regulations and issues in 
consular matters.

Current achievements:

NVIS technical solution:

 regular introduction of changes within NVIS pursuant to EC final technical 
specifications

 good data exchange between NVIS and CVIS is provided
 NVIS has been supplemented with new/improved functionalities —VISION, 

VIS Mail I, VIS Mail II by ensuring fast and convenient consultation mechanism 
among EU member states

 VIS reserve connection point has been set up to ensure continuous operation of NVIS
 Schengen visa application e-service has been elaborated
 a new Register of Invitations has been elaborated.

Technical equipment:
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As of December 2013, the OCMA, SBG and Ministry of Foreign Affairs (MFA) have been 
provided with technical equipment that facilitate the submission of visas and control of the 
foreigners entry and stay.

Technical support: Currently two people are involved in dealing with NVIS-related issues at 
OCMA that along with other responsibilities provide support to NVIS users.

Training on the use of NVIS:

 one training course is provided to OCMA, SBG, MFA employees
 an electronic NVIS user guide has been elaborated.

Consular training:

Since 2009 regular training of consular officers regarding the EU common policy for the issue 
of visas according to the requirements of the Visa Code is organised.

Challenges:

 improvement of NVIS
 equipping of work places where visa applications are processed with new technical 

equipment
 creation of VIS and NVIS user consulting centre
 training of NVIS users
 training of MFA personnel in the field of Schengen visa issuance.

Borders

LV is not the travel destination of the irregular immigrants, but it is mainly used for the transit 
purposes from Russia, Turkey, Greece to Scandinavia or Western Europe. In 2014 SBG 
registered 11,430 violations related to border crossing, stay conditions, use of the forged 
documents and other violations. The number of registered violations at the border crossing 
places increased by 7%, compared to 2013. In 2014, 65 persons were detained at the border 
crossing points and upon performance of the immigration control (in 2013 —61 person) with 
forged and false travel documents. In total 80 forged/false travel documents were either used 
or kept by these persons (in 2013 —77 documents). During the last year number of detained 
facilitators has increased to a considerable extent, which means that criminal organizations 
have been facilitating irregular migration. In 2014 –19 facilitators had been detained, in 2015 
(during 7 months) —58 facilitators have been detained. Cooperation with law enforcement 
agencies of destination countries has been developing (bilateral and multirateral) — it has 
been developing through strengthening of mutual contacts in working groups, by organizing 
joint operations inter alia, in the criminal investigation area.

Problems identified:

 several important IS and technical resources SBG Electronic Information System 
(REIS) developed in 2002 (when link with EU IS and processing of biometric data 
were not planned) are outdated and are no longer capable of providing sufficiently 
fast, qualitative and secure data processing and exchange to meet contemporary 
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requirements and demands (e.g. EU Entry/Exit system and Registered Traveller 
Programme (RTP))

 current radio relay lines that ensure SBG sea border video surveillance (hereinafter - 
SBVSS) video data flow, are outdated

 insufficient and outdated technical means of border control. As a result, acquisition of 
information, processing, storage, as well as preservable information quality and 
capacity are considerably limited

 insufficient mobility — vehicles are used very intensely, the amount of financial 
means necessary to ensure their operation is increasing

 connection to main information exchange network (speed therein mostly does not 
exceed 2 Mbit/s) is ensured at location sites of equipment and facilities

 continuous need for improvement of N.SIS II and SIRENE.

Some of the Schengen Evaluation recommendations have not been adressed yet, but the 
implementation of the relevant eligible recomendations are foreseen within the framework of 
the ISF and national budget:

 modernise the sensor system
 provide video surveillance at all detention rooms
 increase the number of mobile terminals and well-functioning secure wireless 

connection in the whole territory of BCP.

Current achievements:

 in order to launch EUROSUR the National Coordination Centre (NCC) which 
operates since 22 October 2012, was established within SBG

 SBG information exchange mechanism is created within the scope of EUROSUR
 succesfull operation/continuous improvement of the border control information 

systems, including REIS and RAIS. REIS is a central system ensuring the processing 
of an entire national Entry/Exit information flow and data exchange with the 
numerous other systems like VIS, SIS II etc., while RAIS (Border Security IS) ensures 
the internal flow of data necessary for security of the green border, and verification of 
persons within the territory of the country

 a new centralised Biometric Data Processing System (BDPS) has been elaborated
 elaboration, testing, bringing into operation and use of the SIS II. Consequently large-

scale preparation and improvement of national registers, SIRENE IS development and 
preparation, development of SIS II-related technical infrastructure, development of 
optical data transmission network and other activities

 Riga Board and Daugavpils Board of SBG, as well as the State Border Guard College 
have been set up, border control mobility has been improved, technical equipment has 
been purchased, as well as improvement of professional qualification of officials 
involved in border control and migration control has been conducted

 cooperation with law enforcement agencies of destination countries has been 
developing (bilateral and multirateral).

Challenges:

 introduction of EUROSUR system by ensuring efficient, safe, stable and fast border 
control process
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 significant modernisation of the current REIS system, accounting for new and 
forthcoming operational requirements

 further development of N.SIS II and SIRENE IS
 renewal and modernisation of the technical means of border control and IS
 establishment and further development of ILOs activities
 improvement of SBG mobility.

Preventing and combating crime

Since 1991, SP is an institution whose duty is to protect from criminal and other illegal threats 
life, health, rights and freedoms, property, and the interests of society and the State.

Problems identified:

 rapidly increasing pace of the Internet segment development brings rise in the number 
of committed cybercrimes. More than 3000 events related to cybercrime were 
registered in 2014, whereof in excess of 400 criminal proceedings were initiated

 FSD performs about 20 000 forensic examinations crime scene investigations 
annually. Over the years workload has increased thus indicating that improvement of 
FSDs capacity is needed

 information systems (IS) of institutions of the Ministry of the Interior are decentralised 
and have limited compatibility

 current IS of the Criminal police consists of many stand-alone systems and networks 
and NCIM is not implemented.There is no unified standard applicable on how the 
investigator should do an investigation

 with the constantly growing number of MS using the ECRIS system, the manual 
workload constantly growing, which results in LV, starting to fall outside the response 
time limits and facing potential risk of errors and long delays in data transfer

 PIU staff has insufficient practical experience regarding passenger data and its 
processing results

 to receive passenger data from some air carriers it is necessary to make extra 
adjustments in the PNR system.

Current achievements:

 FSD has implemented a successful project on quality system opeartion according to 
ISO/IEC 17025 and has accredited more than 16 different forensic science methods. 
Training of CSI staff has been has been conducted for the CSI process according to 
the ISO/IEC 17020. Some of the outdated equipment updated, qualifications of the 
forensic experts improved and new methods of drug analysis have been accredited

 SP has formed and implemented Criminal intelligence model (CIM) in 2010, NCIM 
was formed within the national law enforcement agencies in 2014

 ECRIS and IIIS systems are used independently, while data exchange and processing 
between them is carried out manually.

 PNR developed
 PIN set up, rooms equipped, technical equipment purchased, personnel trained

Challenges:
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 improvement of the Internal Investigation Office
 to enhance and improve capacity of the FSD
 to build capacity for fighting cybercrime
 to implement the NCIM and integrate it into EU policy cycle
 to organize joint theoretical and practical training and implementation at all levels of 

the police (~590 persons)
 to simplify and to standardise the process of investigation
 to improve IIIS-ECRIS thus ensuring more precise and up-to-date information for data 

analysis and statistical materials
 PIU staff further training
 Security Police technical capacity building and further development of PNR.

Risk and crisis

Since 1992, SFRS have been instructed to organize, manage and fulfill measures for urgent 
emergency response and elimination of consequences along with fire-fighting operations. 
SFRS has been named as the leading institution in case of accidents of oil, petroleum products 
and other hazardous substances, including marine pollution. In such cases it must fulfill 
response measures of elimination of consequences.

The mission of the counterterrorism unit OMEGA of the SP is to prevent terrorism, release 
hostages, neutralize improvised exploding devices, tackle organized and serious crime, as 
well as take part in special operations within ATLAS network.

Problems identified:

Response measures and elimination of consequences in CBRNE cases are some of the most 
problematic field in which SFRS must ensure fulfillment of its functions. Natural or malicious 
caused CBRNE accidents, including acts of terrorism, may cause considerable damages to 
people, health, the environment and property, as well as leave a long-term feeling of 
insecurity within the society. According to statistics, in recent years the volume of rescue 
work for first responders with hazardous substances has tendency to increase: 98 — in 2010, 
100 — in 2011, 229 — in 2013 and 279 – in 2014. The number of fire accidents has increased 
as well; the character and fire-fighting operations are unpredictable since such accidents may 
occur at objects of increased danger (like SEVESO establishments) where consequences of 
rescue and fire-fighting measures must be eliminated.

SFRS is not capable to ensure efficient training for first responders to practice their skills to 
perform rescue works in case of elimination of CBRNE incidents, as well as accidents 
involving victims of road traffic and extraction of victims of collapsed buildings or other 
accidents caused by human failure. At the moment SFRS has no training ground at the 
disposal for first responders where it would be possible to ensure practical training for 
personnel.

OMEGA lacks capacity to do tactical work on sea. There is a need for a special sea RIB boat 
to develop capabilities of tactical work in open waters. To develop sea capacity it’s necessary 
to purchase additional equipment – like boarding equipment, diving equipment, truck as a 
transport mean for boat on land, etc.

Current achievements:



 

LV 10 LV

 in minimal extent and in certain regions of the country it is possible to ensure response 
measures for elimination of the consequences in case of CBRNE. Few SFRS rescue 
vehicles are partly adjusted and equipped with diverse equipment and appliances for 
such accidents

 SFRS have gained small amount of new CBRNE equipment and promoted first 
responders skills by participating in Latvia – Lithunia Cross-border Cooperation 
Programme as well as Latvia – Lithuania – Belarus Cross-border Cooperation 
Programme projects

 Currently first responders are trained to rescue victims from different accidents. The 
training process for rescue works are conducted at improvised automobile graveyards, 
open water bodies (rivers, lakes) decayed buildings etc

 OMEGA has participated in Counter-Terrorism Network ATLAS working groups and 
projects

 OMEGA was the leading Unit in ATLAS Common Challenge 2013 exercise
 in recent years OMEGA has participated in series of hostage rescue operations in 

kidnapping cases.

Challenges:

 to develop training system at SFRS in order to stand against CBRNE threats
 to strengthen capacity of the counterterrorism unit OMEGA within ATLAS network.
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3. PROGRAMMAS MĒRĶI

Konkrētais mērķis 1 - Atbalstīt kopējo vīzu politiku

Strategy 2014-2016 of the Ministry of Interior (MoI) has been approved in the field of a 
common visa policy in Latvia. The strategy states that upon implementing the migration and 
asylum policy, it is important to develop coordinated collaboration with Latvian services and 
EU institutions involved in the implementation of migration processes. EU legal framework is 
under constant improvement thereby ensuring a possibility to control observance of 
conditions for the stay of foreigners by developing the EU common visa policy to facilitate 
travelling and to prevent illegal migration, as well as OCMA Strategy 2014-2016 has been 
approved.

An agreement was reached within the framework of the political dialogue between Latvia and 
the European Commission and consequently NVIS development issues, equipping of work 
places with appropriate and modern technical equipment (~ 200 work places),  as well as 
training of employees in the field of NVIS were introduced within the national programme.

Efficient application of the Visa Code requires large-scale and high-quality training of 
personnel working at the representations (consular officers). MFA takes the necessary efforts 
in order to enhance the qualification and skills of consular staff at all diplomatic and consular 
representations of Latvia taking into account the specifics of the regional thereby 
strengthening safty of EU external borders. In this regard it is necessary to organise annual 
regional training on the Schengen visa matters  (inside and outside the Schengen area) on 
Schengen visa issues. During the regional training in addition to the lecturers from Latvia the 
representatives of other Schengen Agreement Member States are being invited what helps to 
share the best practice among other Member States.

Due to the regular rotations of the consular officials from representations who daily issue 
Schengen visas to the representations inside the Schengen area who issues Schengen visas on 
case by case bases, it is very important that all consular officials are constantly updated on 
specific visa matters and possible amendments of the Schengen acquis. This practice has 
proved itself very efficient during the previous annual trainings that have been held since 
Year 2005.

Investment in the infrastructure of diplomatic and consular representations, as well as 
investment in consular collaboration mechanisms with other EU Member States were not 
included in the national programme from the issues on which agreement within the scope of 
the EC political dialogue was reached.

Financing in the amount of about EUR 250,000 per year has been granted from the state 
budget in 2014 and 2015 for the maintenance of NVIS.

All examples of actions are funding priorities.

Valsts mērķis 1 - Valsts kapacitāte
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1. Use and development of NVIS

Examples of action:

 improvement of NVIS — regular supplementation and improvement of NVIS 
software to ensure optimal work of NVIS after completion of CVIS roll-out, e.g.

 changes within NVIS architecture and application thereof pursuant to the Visa Code
 improvement of the NVIS business process support, review and optimisation of 

business laws
 optimising the procedure of processing biometric data of the visa applicant and 

security thereof
 creation of new e-services and development of the functionality of the current e-

services
 mutual integration of NVIS and other IS
 equipping of work places set up for processing visa applications with appropriate and 

modern technical equipment (e.g. computers, monitors, software, scanners, UPS 
printers, visa printers, cameras, 4-fingerprint scanners). Such work places where 
Schengen visas can be issued are developed in representations of the Republic of 
Latvia abroad, border-crossing points and OCMA territorial divisons. In total it is 
necessary to equip approximately 200 work places (163 for representations of Latvia 
abroad, 27 – for SBG, 10 – for OCMA)

 creation of VIS and NVIS user training and support centre (equipping, acquiring and 
setting up necessary furniture and technical equipment in the training centre)

 creation of Helpdesk, which could provide all types of consultations (both concerning 
business logic and technical requirements), would develop and ensure the 
methodological management, and would create a database of knowledge (Frequently 
Asked Questions). It is necessary to involve 4 experts that would ensure testing and 
introduction of changes introduced within NVIS software, would do the necessary 
work to ensure complete execution of the VIS roll-out plan and provide consultations 
in terms of the use of VIS, would provide NVIS and VIS Mail II technical support, 
methodological management, system error analysis and prevention, and also control 
over NVIS business processes, provide configuration, testing and  installation of the 
technical equipment purchased for the visa issuance (in some cases)

 training of NVIS users – elaboration of training methodology and study materials, 
regular training of both NVIS users and IS administrating personnel.

Desired outcomes:

 ensured optimal and stable NVIS functionality
 equipped 200 work places of processing visa applications with appropriate and 

modern technical equipment
 VIS and NVIS user training and support centre is created: 

o technical personnel (4) is employed and necessary consultations provided
o furniture and technical equipment is set up in training centre
o 330 NVIS users and IS administrating personnel is trained.
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Valsts mērķis 2 - Savienības acquis

2. Provision of regional training to consular officers on EU common Schengen visa 
issuance policy

Example of the action:

 to organise training of consular officers in the field of Schengen visas - to consular 
officers of representations outside the Schengen Agreement region and consular 
officers working in the Schengen Agreement region.

Desired outcome:

 ensuring the Schengen visa issuance practice in the entire consular network by strictly 
subordinating it to the requirements of the Schengen acquis (European Borders Code 
and Visa Code) and paying special attention to the specifics of separate regions (for 
instance, increased illegal migration risk).

 

Valsts mērķis 3 - Konsulārā sadarbība

N/A

Contracts on the issue of the Schengen visas are concluded with other members of the 
Schengen Agreement within the scope of consular cooperation. Currently in the field of the 
issue of the Schengen visas Latvia is represented by 13 member states of the Schengen 
Agreement in 88 places in the world, whereas Latvia represents 13 member states of the 
Schengen Agreement in nine places of the world. Latvia plans to continue concluding such 
contracts, which do not require additional financing, also in the future.

Due to the aforementioned reasons Latvia shall not direct activities for financing within the 
scope of this priority.

Konkrēta darbība 1 - Konsulārā sadarbība 

Konkrētais mērķis 2 - Robežas

Specific Objective has been depicted and implementation thereof shall be ensured pursuant to 
the Strategy 2014-2016 of the Ministry of Interior (MoI), SBG Strategy for 2014-2016 and 
Integrated border management concept 2013-2018, IC Strategy 2014-2016, European Border 
Surveillance System Implementation Plan 2014- 2015. Common objective is implementation 
of national level security interests of the society and priorities of the post- Stocholm 
programme, including ,,Europe that protects”. Actions within the framework of the national 
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programme are planned  according to the following main point of the Integrated border 
management concept:

 Border control (border checks and border surveillance) as defined in the 
Schengen Borders Code including related risk analysis and criminal 
investigation.

Improvement and modernisation of the national ISs related to border control and its 
management, as EUROSUR system, REIS 2009 and RAIS, further improvement of the N.SIS 
II and SIRENE, modernisation of technical means and renewal of the land vehicles, and 
replacement of SBG Mobile video surveillance vehicles by modern ones are provided in this 
Fund.

Currently operating local systems in summary:

 REIS - Electronic Border Control Information System – for processing and reviewing 
of the entry/exit information flow. It is used for checking of all third country nationals. 
It connects with such IS as VIS, SIS, etc.

 RAIS - Border Guarding Information System – used for land border guarding and to 
check persons within the country

 SBG AFIS – intended for the biometric processing of asylum seekers. Connects with 
EURODAC

 BDAS - Biometric Data Processing System – used to check identities and possible 
identity fraud. Connected with EURODAC and Prüm.

 

 Cross-border crime solution and investigation, ensuring coordinated activity of 
all competent law enforcement bodies, in line with Art. 3.3 b of the ISF/B 
Regulation.

Purchase of 2Thermal Vision Vehicles for the improving sea border guearding and control, 
providing the opportunity to quick respond in case of emergency. TVVs are specially 
designed for boundary and strategic zone on border line protection. Surveillance and 
monitoring vehicles are equipped with a detector that can identify a person during both a 
nighttime  and a daytime from a great distance and under adverse weather conditions.

 

 Cross-institutional cooperation for border management and international 
cooperation.

Establishing and further development of Immigration Liaison Officers ('ILOs') activities in 
Georgia, in Belarus and in Russia is a funding priority within the framework of the national 
programme.

 

All examples of actions are funding priorities.
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Valsts mērķis 1 - EUROSUR

3. Implementation of EUROSUR

Examples of action:

 development of current SBG land/sea border surveillance and control systems, 
improvement of land border video surveillance, monitoring and control system 
infrastructure

 development of the land/sea border video surveillance, monitoring and control system 
for information processing and exchange (monitoring of LV teritorial waters/control 
line) within the scope of SBG, transmission of Picture (among border surveillance 
units) depicting the situation on the sea/ land border of SBG structural units to NCC; 
The components of the updated system will be located at NCC – Riga; RCC – 
Ventspils (responsible for maritime sector),on ports, SBG sea border surveillance units

 development of current data transmission channel capacity among all involed 
institutions

 creation of common national situation picture and possibility of transmission of 
information to Frontex Situation Centre by using the common SBG NCC

 modernising of the marine surveillance system (installing/building an optical data 
network between Video surveillance system objects, modernising 
dayvision/nightvision cameras/video servers, and purchase of some new specific 
components)

Desired outcomes:

 further SBG common border monitoring/control mechanism concept developed
 geopositioning equipment purchased (to identify the location of the patrols and 

coordinate the patrols work)
 land border surveillance sensor chains sets and the sensors for surveilance of external 

“green” border purchased
 land border video surveillance systems infrastructure improved
 video surveillance system day/night camera Sentry II purchased for surveilance of 

external “green” border
 technical project developed and commoned software in accordance with EUROSUR 

requirements
 new software introduced, continuous exchange of information between at least two 

SBG units and NCC provided
 short-range day/night cameras purchased for the sea video surveilance system on 

vessels, day cameras for the video survellance system purchased
 land border surveillance system infrastructure improved, sensors and Motion Capture 

System purchased
 SBG information exchange mechanism improved (to ensure connection of the 

surveilance/control/information exchange systems of National Armed Forces, Ministry 
of Transport, Ministry of Finance, Information centre of the MoI to EUROSUR
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 data transfer and storage equipment purchased for SBG teritorial boards and 
borderguarding sections

 transmission of the national situation picture to Frontex and integration in EUROSUR 
system

 high video data flow transparency among SBVSS objects provided, in long-term 
perspective possible provision of video data exchange among MS and objects located 
at land border

 11 marine surveillance objects upgraded

Valsts mērķis 2 - Informācijas apmaiņa

Valsts mērķis 3 - Kopīgi Savienības standarti

N/A

ABC gate installation and financing options will be assessed by SBG and Airport authorities 
within the framework of the Riga International Airport terminal expansion project. This 
action is not a funding priority.

After establishing of the ABC gates it is planned to link the ABC gates with REIS system. 
This activity is foreseen within the framework of the action ,,REIS modernization” under 
national objective 6 “National capacity”.

It is planned to use this system within the framework of the new EES/RTP.

When implementing ABC gates, Latvia will use the Guidelines for ABC gates developed by 
Frontex in close cooperation with the Member States.

Valsts mērķis 4 - Savienības acquis

Valsts mērķis 5 - Turpmākie uzdevumi

Valsts mērķis 6 - Valsts kapacitāte

4. SBG REIS modernisation

Examples of the actions:

 to develop a new State Border Control electronic IS (REIS) (including integration with 
the planned EU Entry/Exit system, RTP data processing and the foreseen smart border 
control solutions (e.g.ABC gates etc.))

 to create interface with REIS system within the framework of the International Freight 
Logistics and Port Information System (IFLPIS) project
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Desired outcome:

 reliable,modern and sustainable national Entry/Exit system created

 

5. Development of N.SIS II and SIRENE

Examples of the actions:

 to elaborate N.SIS II AFIS
 further SIRENE IS development
 further development of N.SIS II
 to improve SIS/SIRENE server and storage infrastructure.

Desired outcomes:

 operational SIS II AFIS
 improved SIRENE IS processing speed and upgraded user interface

 

6. Modernisation of technical means and IS intended for border control (RAIS)

Examples of the action:

 to modernise border control equipment for the “green border” control
 to train experts to work with the new equipment
 to modernise RAIS system (upgrade of the hardware/software)
 to link RAIS system with other systems (e.g.EUROSUR)
 purchase, installation and configuration of the SBG frontline biometric equipment for 

operation with BDPS,Eurodac
 configuration of the SBG frontline biometric equipment for operation with national 

BDPS, Eurodac
 centralization of SBG resources and incident management system
 to modernise equipment required for combating of organized cross-border crime

 

Desired outcomes:

 improved transmissivity indicators of person verification at border crossing places
 increased ability to uncover border crossing violations and organized cross-border 

crime
 increased speed of RAIS information exchange
 SBG frontline units capable of adding new biometric (fingerprint) data associated with 

the irregular entry to national BDPS system, Eurodac
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7. Improvement of SBG mobility

Example of the action:

 purchase of land vehicles (~30).

Desired outcome:

 state border security improved, SBG capabilities to control border regime along the 
external land border and sea border increased

 

8. Equipping of special vehicles

Example of the action:

 equipping special vehicles

Desired outcome:

 2 special vehicles equipped
 surveilance and control missions carried out from the stationary positions
 improved state border security, inter alia, quality of border surveillance and control of 

foreigners 

 

9. Establishment and further development of ILOs activities 

Example of the action:

 contribute to prevention/combating of illegal immigration in accordance with the 
Regulation 377/2004 requirements

 improve quality of risk analysis, gathering supplementary information for 
comprehensive operational picture

Desired outcomes:

 action/activities managed/developed in order to implement obligations of ILO’s in 
accordance to the Regulation 377/2004

Konkrēta darbība 2 - FRONTEX aprīkojums 

10. Purchase of the Mobile land and coastal surveillance vehicle

Example of the action:
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 purchase of 2 vehicles that are equipped with thermal cameras, land and coastal 
surveillance radars, special optical equipment, as well as secure radio communication 
and data transfer equipment.

Desired outcome:

 surveilance and control missions are carried out from the stationary positions
 missions can be carried out also in reduced visibility conditions (including smoke, fog, 

rain and snow) during the daytime and nighttime.

Total budget: EUR 500 000, including EUR 450 000 EU cofinancing.

With the Mobile land and coastal surveillance vehicle SBG will be able to:

 to move along and outside roads in specific border zone conditions
 to detect objectives of interest in the area, using real-time passive detection principle
 to present objective images in real time
 to communicate by radio with the Command Center, patrols and intervention elements
 to record and demonstrate images
 to record operator verbal comments on happened at the site in real time and later – 

during video records time vewing
 to ensure electrical power needed to operate the equipment / systems for surveilance 

and control.

 

Mobile land and coastal surveillance vehicle will be used in Frontex joint operations in 
accordance with Article 3.3b of the ISF-B regulation.

 

Konkrētais mērķis 3 - Darbības atbalsts

Konkrētais mērķis 5 - Noziedzības novēršana un apkarošana

In 2015 Latvia as the presiding state of the European Union chose secondary victimization 
and the fight against cybercrime as its priority in EUCPN. That is reflected in the National 
Police operational strategy. EU Drugs strategy and EU Drugs Action Plan reveals the scope of 
problems related to drug offences and outlines actions that member states need to take. In 
order to fulfil these actions capacity of the FSD needs to be improved and strengthened as it is 
the main institution responsible for this area in Latvia. This will be done by implementing 
ISO/IEC 17020, acquiring new forensic equipment and conducting training for the experts. 
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Decision of EC 2009/960/IT has set the simplification requirements of information and 
intelligence exchange for law enforcement agencies of EU.

Implementing of NCIM would comply with the necessity to integrate the EU Policy cycle on 
the national level to combat effectively serious and organized international crime and to reach 
unified standards applied to all processes in this model.

Simplification of investigation process and increase of efficiency would allow to tackle crime 
more efficiently thus saving resources for prevention of and fight against serious crime, 
organised crime and for work on other priorities set by the European Commission. 
Implementation of the ISO/IEC 17020 standard would also be in compliance with 
aforementioned decision. One of the goals outlined in Operational strategy of the Ministry of 
Interior of Latvia for 2014 – 2016 is to improve the skills and professional capacity of the 
officers. Security in the region is expected to increase by organizing joint theoretical and 
practical training at all levels of the police.

Government action plan is set to contribute to the European and global security by 
participation and support in the fight against terrorism, by establishing and implementing the 
PNR system. PNR system further development will improve passengers air transport security, 
border control measures, strengthen national security, public order and security by processing 
air passenger data  to prevent, detect and prove crime, as well as to prevent national security, 
public order and security threats.

One of the priority areas of the Ministry of Interior is development and implementation of the:

 continuous crime prevention policy, including organized crime, human trafficking, 
child crime;

 complex continuous counter-terrorism measures, which includes fully operational 
PNR system and further strenghtening of the capacity of PIU.

All examples of actions are funding priorities.

Valsts mērķis 1 - Noziedzība — novēršana un apkarošana

11. Capacity building of the Internal Investigation Office

Example of action:

 training of the staff and improvement of technical basis

Desired outcome:

 strengthened capacity

 

12. Capacity building of the Forensic services
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Examples of action:

 performance of internal and external audits of CSI processes
 purchase of: 

o specially equipped cars for the work of CSI
o new equipment for ballistic, DNA, fingerprint, tool mark and firearms 

examination
o specialized equipment, work stations and software for the gathering and 

analysis of electronic evidence
 implementation of: 

o new methods for drug analysis and strengthening the exchange of information 
on new psychoactive substances

o ballistic information exchange system
 training for the staff on the latest techniques and methods used in forensics and CSI

Desired outcomes:

 improved quality of forensic examinations
 raised awareness on the importance of CSI processes in the FSD and police
 the international quality standard requirements implemented for high level crime scene 

investigations
 quality and credibility of expert reports in drug analysis improved
 drug analysis performed in a shorter time
 investigations carried out faster
 FSD connected to the Interpol IBIN system to exchange the ballistic information

13. Capacity building to prevent and fight against cybercrime.

Examples of action:

 to purchase equipment, work stations, software for client server
 to train staff and to establish joined cooperation mechanism with CERT.LV

Desired outcomes:

 awareness raised in the society regarding cybercrime activities
 developed cooperation with CERT.LV

14. Standardization of the investigation process

Examples of action: 

 development of action algorithms and simplified and standardized forms
 simplification of descriptive forms
 to create e-learning environment within programme "Modular Object-Oriented 

Dynamic Learning Environment"

Desired outcomes:

 process of investigation is carried out in a standardised and more efficient way
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 contact time with the police is shortened and is used in more productive manner

14`. Strengthening the capacity to fight against serious and organized cross-border 
crime

Examples of action:

 capacity building to organize activities related to prevention and combating of cross-
border crime in regions of Latvia where crime rates are high, especially near the 
border with the Russian Federation and Belarus

 facilitation of operational activities related to combating of cross-border crime
 improvement of equipment required for combating of cross-border serious and 

organized crime

Desired outcomes:

 purchased specialized surveillance technique sets for Regional Departments of the 
State Police

 planned, coordinated and implemented joint cross-border and international operations 
and investigations

Valsts mērķis 2 - Noziedzība — informācijas apmaiņa

15. Implementation of NCIM and integration in the EU policy cycle

Examples of action:

 development of analytical network by joining in one system all subjects involved in 
the NCIM

 setting up secure technical network infrastructure
 expansion of the NCIM on all law enforcement bodies and security agencies on the 

national level.

Desired outcomes:

 developed and implemented model of cooperation within the framework of the Inter-
Institutional NCIM expert group to ensure its compliance with the EU Policy cycle, 
unified methodology for analysis of criminal intelligence data and developed unified 
methodology for the working out of the National Serious and organized crime threat 
assessment (SOCTA)

 established a training system for the involved personnel of the law enforcement 
institutions in the framework of NCIM and EU Policy cycle

 effective acquisition and processing of criminal intelligence and protection of personal 
data, secret and top secret information, while enabling to perform a secure data 
exchange between local authorities and Europol.
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16. Improvement of the IIIS for automatic data exchange with the ECRIS

Examples of actions:

 improvement of the functionality of national Integrated Interior IS (IIIS) for 
automated exchange, as well as better processing and analysis of conviction data 
obtained via ECRIS by the national authorities, by:

 ensuring automatic data import/export from ECRIS to the IIIS and vice versa
 giving competent agencies on-line access to the data received via ECRIS
 providing precise and current conviction information, allowing national courts and 

prosecutor’s offices to use it for making informed and relevant decisions.

Desired outcomes:

 established automated data exchange between the IIIS and ECRIS
 on-line access to the data received via ECRIS by competent authorities, prosecutors 

and courts (data received via ECRIS to become available in IIIS within 1 working 
day)

 cessation of the manual data processing between ECRIS, IIIS and IIIS sub-systems 
(shortening response times by at least 50%).

16`. Further development of PNR and PIU 

Examples of action:

 PIU staff further training
 PIU further cooperation with the national competent authorities and foreign partners
 PIU technical capacity and infrastructure building in the field of PNR maintenance 

and development etc.

Desired outcomes:

 PIU staff further trained in the field of processing and security of passengers data
 Efficient PIU and national competent authorities and foreign partners cooperation 

model developed
 PIU technical capacity  is developed and knowledge acquired in the field of PNR 

maintenance and further development.

Valsts mērķis 3 - Noziedzība — apmācība

17. Development of training system for the police authorities of the Baltic States / 
Improvement of the professional skills of the police officers of Latvia

Examples of action:

 development of joint curriculum for the law enforcement institutions of Baltic States 
in cooperation with CEPOL
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 joint training for the police institutions of the Baltic region for cooperation in joint 
operations and joint training for the situations of emergency

 modernisation and upgrade of training equipement.

Desired outcomes:

 increased level of safety in the Baltic region through improvement of skills and 
knowledge of police institutions of Baltic States

 modernised and upgraded training equipment
 improved international cooperation on criminal matters.

Valsts mērķis 4 - Noziedzība — cietušo atbalsts

Valsts mērķis 5 - Noziedzība — draudu un riska novērtējums

Konkrētais mērķis 6 - Riski un krīzes

Pursuant to the National Civil protection plan institutions involved in disaster management, 
according to they competences, ensure preventive, preparedness and response measures. 
Thus, in case of terrorism threats, CBRNE threats and the threats of mass destruction weapon 
distribution, SFRS in cooperation with other institutions has the competence to ensure 
response measures. Therefore to stand against CBRNE threats it is necessary to strengthen the 
appropriate capacities of SFRS, including professional capacity of first responders.

The Strategy 2014-2016 of the Ministry of the Interior (Order of the Ministry of the Interior 
No. 1-12/486 of 27 February 2014) sets the direction for implementation of Internal Affairs 
Policy in the work of SFRS. It is required to implement an efficient and high-quality training 
process, tactical skills, acquisition of new fire-fighting technologies and equipment (including 
in the field of CBRNE), it is necessary to solve the issue on the creation of a training ground.

Pursuant to the National Defence Plan  functions of the counter-terrorism Unit OMEGA are 
to plan and prevent threats of terrorism, to rescue hostages, to neutralize improvised explosive 
devices, to fight direct and serious organized crime, to plan and carry out operational 
activities and special operations. In order to successfully carry out these tasks the Unit 
requires specialized gear and equipment as well as special training for the officials involved. 
OMEGA is the member of EU Counter-Terrorism Association ATLAS whose sole purpose is 
the prevention of threats of terrorism. 

All examples of actions are funding priorities.

Valsts mērķis 1 - Risks — novēršana un apkarošana
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18. Improvement of performance capabilities of the OMEGA for the situations of 
emergency as well as capacity building of personnel.

Examples of action:

 purchase of specialized gear and equipment
 theoretical and practical training for the staff on the use of equipment.

Desired outcomes:

 10M boat with 2 outboard gas motors, navigation and communication systems
 a trailer for the boat
 a multifunctional truck that’s able to launch, retrieve and carry the boat and act as a 

support and command centre for the special operations on water and on land
 special boarding equipment
 8 sets of diving equipment
 staff training.

Valsts mērķis 2 - Risks — informācijas apmaiņa

Valsts mērķis 3 - Risks — Apmācība

Valsts mērķis 4 - Risks — cietušo atbalsts

Valsts mērķis 5 - Risks — infrastruktūras

20. Improvement of CBRNE response skills of operative services and capacity building 
of personnel

Examples of action:

 purchase of CBRNE technologies and special equipment (elaboration of procurement 
specifications, announcement of a procurement procedure, performance of a 
procurement, supply)

 building a training ground (arrangement of the territory pursuant to the planned 
infrastructure of the ground), as well as creation of a stadium and climbing tower 
(integrated hose drying system)

 complex building of practical training simulators (purchase and 
installation/construction of training simulators (extinguishing simulators, operative 
headquarters simulators, smoke gas simulators, labyrinth simulators, chemicals tank-
truck simulators and railway tank- simulators), arrangement of equipped training 
places (road traffic accident elimination construction, open water extraction place and 
a construction for rescue works at collapsed structures), purchase and 
installation/construction of railway passenger carriage and tram carriage), etc.
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Desired outcomes:

 6 rescue trucks with equipped with CBRNE technologies and special equipment;
 12 trailers with CBRNE technologies and special equipment;
 1 training ground;
 training ground equipped with practical training simulators, etc.

Valsts mērķis 6 - Risks — agrīnā brīdināšana un krīze

Valsts mērķis 7 - Risks — draudu un riska novērtējums
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INDIKATĪVAIS LAIKA GRAFIKS

Konkrētais mērķis VM/KP Galven
ais 

pasāku
ms

Pasākuma nosaukums Plānošan
as 

sākums

Īstenoša
nas 

sākums

Noslēgu
ma 

sākums

KM1 - Atbalstīt kopējo 
vīzu politiku

VM1 - Valsts kapacitāte 1 Improvement of NVIS 2015 2016 2022

KM1 - Atbalstīt kopējo 
vīzu politiku

VM1 - Valsts kapacitāte 2 Purchase of NVIS technical 
equipment

2016 2016 2017

KM1 - Atbalstīt kopējo 
vīzu politiku

VM1 - Valsts kapacitāte 3 Creation of a consulting 
centre

2015 2016 2017

KM1 - Atbalstīt kopējo 
vīzu politiku

VM2 - Savienības acquis 1 Training of consular officers 2017 2017 2022

KM2 - Robežas VM1 - EUROSUR 1 Implementation of 
EUROSUR

2016 2016 2022

KM2 - Robežas VM1 - EUROSUR 2 Modernisation of marine 
surveillance system

2016 2016 2017

KM2 - Robežas VM6 - Valsts kapacitāte 1 SBG REIS modernisation 2018 2018 2020

KM2 - Robežas VM6 - Valsts kapacitāte 2 Improvement of the national 
SIS II and SIRENE

2016 2016 2022

KM2 - Robežas VM6 - Valsts kapacitāte 3 Improvement of SBG 
mobility

2020 2020 2021

KM2 - Robežas KP2 - FRONTEX 
aprīkojums

1 Purchase of the Mobile land 
and coastal surveillance 
vehicle

2016 2017 2018

KM5 - Noziedzības 
novēršana un apkarošana

VM1 - Noziedzība — 
novēršana un apkarošana

1 Capacity building of the 
Internal Security Bureau

2018 2018 2020

KM5 - Noziedzības 
novēršana un apkarošana

VM1 - Noziedzība — 
novēršana un apkarošana

2 Capacity building of the 
Forensic Service Department

2016 2016 2021

KM5 - Noziedzības 
novēršana un apkarošana

VM1 - Noziedzība — 
novēršana un apkarošana

3 Capacity building to prevent 
and fight against cybercrime

2017 2017 2019

KM5 - Noziedzības 
novēršana un apkarošana

VM2 - Noziedzība — 
informācijas apmaiņa

1 Implementation of NCIM 
and integration in EU policy 
cycle

2017 2017 2022

KM5 - Noziedzības 
novēršana un apkarošana

VM2 - Noziedzība — 
informācijas apmaiņa

2 Improvement of the IIIS for 
automatic data exchange with 
the ECRIS

2015 2016 2019

KM5 - Noziedzības 
novēršana un apkarošana

VM2 - Noziedzība — 
informācijas apmaiņa

3 Further development of PNR 
and PIU

2017 2018 2020

KM5 - Noziedzības 
novēršana un apkarošana

VM3 - Noziedzība — 
apmācība

1 Development of training 
system for SP and 
improvement of professional 
skills of SP

2018 2018 2022

KM6 - Riski un krīzes VM1 - Risks — 
novēršana un apkarošana

1 Improvement of performance 
capabilities of the OMEGA

2016 2016 2018

KM6 - Riski un krīzes VM5 - Risks — 
infrastruktūras

1 Purchase of CBRNE 
technologies and special 

2016 2016 2018
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Konkrētais mērķis VM/KP Galven
ais 

pasāku
ms

Pasākuma nosaukums Plānošan
as 

sākums

Īstenoša
nas 

sākums

Noslēgu
ma 

sākums

equipment

KM6 - Riski un krīzes VM5 - Risks — 
infrastruktūras

2 Creation of a training ground 
and complex building of 
training equipment

2018 2018 2022



LV 29  LV

5. KOPĒJIE RĀDĪTĀJI UN KONKRĒTĀS PROGRAMMAS RĀDĪTĀJI:  

Konkrētais mērķis 1 - Atbalstīt kopējo vīzu politiku

Indicator Mērvienība Atsauces vērtība Mērķvērtība Datu avots

C1 - Ar fonda palīdzību īstenoto konsulārās sadarbības 
pasākumu skaits.

Daudzums 0,00 0,00 Projects

C2.1 - Ar fonda palīdzību apmācīto darbinieku skaits par 
kopējās vīzu politikas aspektiem.

Daudzums 0,00 393,00 Projects

C2.2 - Mācību kursu skaits (apmeklējuma stundas) Daudzums 0,00 560,00 Projects

C3 - Fonda atbalstīto īpašo amatu skaits trešās valstīs. Daudzums 0,00 4,00 Projects

C4.1 - Ar fonda palīdzību izveidoto vai modernizēto konsulātu 
skaits no konsulātu kopējā skaita.

Daudzums 0,00 32,00 Projects

C4.2 - Tādu konsulātu procentuālais īpatsvars (no konsulātu 
kopējā skaita), kuri izveidoti vai modernizēti ar fonda 
palīdzību.

% 0,00 64,00 Projects

Konkrētais mērķis 2 - Robežas

Indicator Mērvienība Atsauces vērtība Mērķvērtība Datu avots

C1.1 - Ar fonda palīdzību apmācīto darbinieku skaits par 
robežu pārvaldības aspektiem.

Daudzums 0,00 0,00 Projects
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Konkrētais mērķis 2 - Robežas

Indicator Mērvienība Atsauces vērtība Mērķvērtība Datu avots

C1.2 - Ar fonda palīdzību organizēto mācību kursu skaits par 
robežu pārvaldības aspektiem.

Daudzums 0,00 0,00 Projects

C2 - Ar fonda palīdzību izveidoto vai uzlaboto robežkontroles 
(pārbaude un uzraudzība) infrastruktūras objektu skaits

Daudzums 0,00 50,00 Projects

C3.1 - Fonda atbalstītu robežšķērsošanas punktu skaits (no 
kopējā robežšķērsošanas punktu skaita), kuros ārējo robežu 
šķērso caur automatizētas robežkontroles sistēmas (ABC) 
izejām.

Daudzums 0,00 0,00 Projects

C3.2 - Kopējais robežšķērsošanas punktu skaits Daudzums 0,00 30 800 000,00 Projects

C4 - EUROSUR ietvaros izveidoto/uzlaboto valsts robežu 
uzraudzības infrastruktūras objektu skaits.

Daudzums 0,00 24,00 Projects

C5 - Negadījumu skaits, par kuriem dalībvalsts ziņojusi 
Eiropas situācijas ainai.

Daudzums 0,00 21 000,00 Projects

Konkrētais mērķis 5 - Noziedzības novēršana un apkarošana

Indicator Mērvienība Atsauces vērtība Mērķvērtība Datu avots

C1 - Kopīgas izmeklēšanas grupu skaits un Eiropas 
daudznozaru platformas pret noziedzības draudiem 
(EMPACT) darbības projekti, ko atbalsta fonds, tostarp 
iesaistītās dalībvalstis un iestādes

Daudzums 0,00 2,00 Projects



LV 31  LV

Konkrētais mērķis 5 - Noziedzības novēršana un apkarošana

Indicator Mērvienība Atsauces vērtība Mērķvērtība Datu avots

C2.1 - To tiesībaizsardzības amatpersonu skaits, kuras ar fonda 
atbalstu ir apmācītas saistībā ar pārrobežu jautājumiem.

Daudzums 0,00 590,00 Projects

C2.2 - Ar fonda palīdzību oraganizēto (īstenoto) mācību kursu 
ilgums par tematiem, kas saistīti ar pārrobežu aspektiem.

Cilvēkdienas 0,00 30,00 Projects

C3.1 - Projektu skaits noziedzības novēršanas jomā. Daudzums 0,00 3,00 Projects

C3.2 - To projektu finansiālā vērtība, kas izstrādāti 
noziedzības novēršanas jomā.

EUR 0,00 3 334 869,00 Projects

C4 - Fonda atbalstīto projektu skaits, ar kuriem ir paredzēts 
uzlabot tiesībaizsardzības informācijas apmaiņu, kas ir saistīta 
ar Europol datu sistēmām, repozitorijiem vai sakaru līdzekļiem 
(piemēram, datu ievadītāji, piekļuves drošas informācijas 
apmaiņas tīkla lietojumprogrammai (SIENA) paplašināšana, 
projekti, ar kuriem ir paredzēts uzlabot ievadi datu analīzes 
datnēs utt.)

Daudzums 0,00 2,00 Projects

Konkrētais mērķis 6 - Riski un krīzes

Indicator Mērvienība Atsauces vērtība Mērķvērtība Datu avots

C1 - To rīku skaits, kas ieviesti vai uzlaboti ar fonda palīdzību, 
lai sekmētu kritiskās infrastruktūras aizsardzību dalībvalstīs 
visās ekonomikas nozarēs

Daudzums 0,00 19,00 Projects

C2 - Fonda atbalstītu ar riska novērtējumu un pārvaldību Daudzums 0,00 0,00 Projects
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Konkrētais mērķis 6 - Riski un krīzes

Indicator Mērvienība Atsauces vērtība Mērķvērtība Datu avots

saistītu projektu skaits iekšējās drošības jomā.

C3 - Ar fonda atbalstu organizētu ekspertu sanāksmju, 
darbsemināru, semināru, konferenču, publikāciju, tīmekļa 
vietņu un (tiešsaistes) konsultāciju skaits.

Daudzums 0,00 1,00 Projects
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6. DALĪBVALSTS PROGRAMMAS SAGATAVOŠANU UN ĪSTENOŠANAS SATVARS

6.1 Partnerības līdzdalības programmas sagatavošanā

The preparation of the national programme consisted of written consultations and meetings 
with the competent public authorities. The Ministry of Inerior as a Responsible Authority 
consulted with the Ministry of Foreign Affairs, Ministry of Finance, Ministry of Transport, 
State Police, State Border Guard, State Fire and Rescue Service, Office of Citizenship and 
Migration Affairs, Information Centre of Ministry of Interior (No consultations with non-state 
actors took place.).

Funding priorities were discussed based on the policy dialogue as well as based on the 
currents needs and previous funding experience. During consultation process and agreement 
was reached on the funding priorities between among public authorities under the supervision 
of the Ministry of Interior and other ministries. After the consultation process the national 
programme and funding priorities were officially consulted and approved by the Monitoring 
Committee of the Fund.

Monitoring Committee shall be chaired by the Head of the Responsible Authority. Members 
of the Monitoring Committee are: high-level representatives of the key institutions involved 
in the Fund implementation and a representative of the Audit Authority who perform 
consultative function and is empowered to give advisory opinion. 

6.2 Uzraudzības komiteja

Monitoring Committee was established on 23.01.2015 by order of the Ministry of Interior and 
it operates in accordance with Monitoring Committee Regulations approved on 09.02.2015. 
Monitoring Committee shall be chaired by the head of the Responsible Authority. Members 
of the Monitoring Committee are high-level representatives of 8 institutions Representative of 
the Audit Authority perform consultative function and are empowered to give advisory 
opinion.

The Monitoring Committee shall take decisions by a simple majority of vote, either in person 
or in written form.

The key responsibilities of the Monitoring Committee are:

Approval of the planning documents;

Supervision of the objectives and results mentioned in the planning documents;

Monitoring of the complementarity of Fund objectives and results and its overlapping with 
other EU financial instruments;

Approval of the project selection criteria and approval of projects submitted using an open 
call for proposals procedure selection regulations.

Approval of the Fund National Programme Implementation Plan;

Approval of the Fund Reports.
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6.3 Vienota uzraudzības un novērtēšanas sistēma

Two RA units shall be involved in the monitoring and evaluation of the Fund.

While performing the monitoring the 1st unit shall be responsible for conclusion of grant 
agreements, amendments and collection of indicators. The unit will also be responsible for the 
organisation of the evaluation process. The results and indicators of the implementation of 
approved grant agreements will be summarized through the data and indicators acquired from 
the project progress reports and final reports. Outsourcing will be used while the evaluation 
and evaluation documentation will be coordinated by the Monitoring Committee. The 
Responsible Authority will organize centralized evaluation process, including the integration 
area.

While performing the monitoring process the 2nd unit will be responsible for the inspections 
and control of concluded grant agreements, including checks before the procurement is 
carried out.

An information management system of the Fund shall be set up to monitor and count project 
data and indicators.

6.4. Partnerības iesaistīšana valsts programmas īstenošanā, uzraudzībā un izvērtēšanā

The process of preparation, implementation, monitoring and evaluation of the national 
programme is carried out according to the national programme implementation plan and 
through written consultations and meetings with the competent public authorities - RA and 
public authorities under the supervision of the Ministry of Interior and other ministries. 
During the consultation suggestions and proposals of partners will be taken into 
consideration. After the consultation process is concluded the respective documentation 
regarding implementation, monitoring and evaluation of the national programme is approved 
by the members of the Monitoring Committee of the Fund. Direct involvement of the partners 
is ensured by their participation in the process of consultations and direct meetings, as well as 
in the annual information events, covering all phases of the programme implementation. In all 
phases of the process, the principle of equal treatment and non-discrimination against al 
partners will be respected.

6.5 Informācija un publicitāte

National programme, information about the announced competitions, approved projects and 
the progress Latvia has achieved in the implementation of the national programme will be 
published on the official home pages of the.  The RA will prepare an annual publicity plan 
and will organize information activities with the participation of the representatives of all 
institutions involved in the implementation of the Fund in order to provide the information on 
the launch of actions approved for receiving financing within the Fund, the amount of 
financing allocated for the implementation of the actions etc. Expenditures related to the 
annual information activity will be covered from the financial means of the technical 
assistance. By implementing projects within the framework of the Fund, the beneficiaries of 
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the grant agreements will be obliged to provide information regarding the publicity and visual 
identity measures undertaken while the use of the Fund allocations. The requirements for all 
beneficiaries of the grant agreements on publicity and visual identity measures to be applied 
depending on the specifics of the project. The guidelines for publicity and the visual identity 
measures will be part of the agreement concluded between the RA and each beneficiary of the 
grant agreement.

6.6. Saskaņotība un papildināmība ar citiem instrumentiem

In order to avoid overlapping or double financing, the following mechanisms that are being 
applied in the different stages of management of the Funds will be established in Latvia.

 Planning stage:

Monitoring Committee established by the RA will take part in the elaboration of planning 
documents of the Funds by submitting the proposals on the action to be supported under the 
Fund taking into account the requirements of respective field and also compatibility of these 
actions with other actions that are being implemented in this field from other source of 
financing (other EU Funds and programmes and EU external relations instruments). Members 
of the Monitoring Committee (representatives of different institution) will be asked to express 
their opinion regarding the double financing. Representative from the Ministry of Transport is 
also a member of the MC with voting rights. One of the MC’s obligations is monitoring of the 
complementarity of the Fund objectives and results and its overlapping with other EU 
financial instruments.

 Projects’ selection stage:

When preparing the project application, project applicant is obliged to fill in the information 
on the project that have already been implemented, are being implemented or are planned in 
this or connected. When submitting the project application to the RA, project applicant should 
confirm that he has not received/does not intend to receive the financing from the other EU 
funds for the activities foreseen in the this project application.

In order to check absence of overlap with similar projects carried out before/currently and 
ongoing/planned, MoI has created internal data base for EU financed projects which contains 
data on:

 Projects administrated by RA or Intermediate Body and realized by institutions of 
Ministry of the Interior and other institutions;

 Projects realized by the institutions of Ministry of Interior under the EU funds 
administrated by other ministries.

Mentioned data base is being updated regularly, so RA possesses information on projects 
carried out before/currently and ongoing/planned in the respective field and compares it with 
the received projects applications.

In the project applications’ evaluation process one of the criteria that will be checked is 
overlapping with similar projects carried out before/currently and ongoing/planned. Therefore 
the evaluation team will be responsible for provision of the assurance to the RA that 
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respective actions and projects that will be approved for receiving financing from the Fund 
will not overlap with other projects and actions financed by other financial instruments.

 Project’s implementation controlling stage:

There is a requirement to the Final beneficiaries to maintain analytical accounts and visibility 
of EU funding for the EU financed projects. During the on-the-spot verifications RA will 
check whether the respective expenditures are correctly registered and whether there is a 
double financing.

6.7 Atbalsta saņēmēji

6.7.1. Saraksts ar programmas atbalsta saņēmēju galvenajiem veidiem:

State authorities (OCMA, SBG, SP, MFA, MOI IC, SFRS, LSP).

6.7.2 Tiešā piešķiršana (ja piemērojama)

State authorities might be allocated funds directly (without a call for proposals) due to the de 
jure or de facto monopoly. State Authorities have de facto and de jure monopoly in case of 
the following actions:

 OCMA - Use and development of NVIS
 MFA - Provision of regional training to consular officers on EU common Schengen 

visa issuance policy
 SBG - Improvement of SBG mobility, etc.
 IC - Development of N.SIS II and SIRENE, etc.
 MoI - Capacity building of the Internal Investigation Office
 SP - Capacity building of the Forensic services, etc.
 SFRS - Improvement of theoretical and practical knowledge of State Fire and Rescue 

Service officials for the purpose of eliminating consequences of CBRNE accidents, 
etc.

 LSP - PNR further development

 

The justification shall be approved by the MC.

Where there is no such justification for the projects to be carried out on the basis of call for 
proposals.
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7. PROGRAMMAS FINANSĒŠANAS PLĀNS 

1. tabula. IDF-Robežas, finansēšanas plāns

Konkrētais mērķis / valsts mērķis Kopsumma

KM1.VM1 Valsts kapacitāte 3 326 943,75  

KM1.VM2 Savienības acquis 405 000,00  

KM1.VM3 Konsulārā sadarbība   

KOPA VM KM1 Atbalstīt kopējo vīzu politiku 3 731 943,75  

KM1.KP1 Konsulārā sadarbība   

KOPĀ KM1 Atbalstīt kopējo vīzu politiku 3 731 943,75

KM2.VM1 EUROSUR 4 979 398,50  

KM2.VM2 Informācijas apmaiņa   

KM2.VM3 Kopīgi Savienības standarti   

KM2.VM4 Savienības acquis   

KM2.VM5 Turpmākie uzdevumi   

KM2.VM6 Valsts kapacitāte 5 534 276,55  

KOPA VM KM2 Robežas 10 513 675,05  

KM2.KP2 FRONTEX aprīkojums 450 000,00  

KOPĀ KM2 Robežas 10 963 675,05

KOPĀ KM3 Darbības atbalsts 0,00

Tehniskā palīdzība - robežas 1 276 085,20  

KOPĀ 15 971 704,00
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2. tabula. IDF-Policija, finansēšanas plāns

Konkrētais mērķis / valsts mērķis Kopsumma

KM5.VM1 Noziedzība — novēršana un apkarošana 4 077 441,00  

KM5.VM2 Noziedzība — informācijas apmaiņa 6 805 936,30  

KM5.VM3 Noziedzība — apmācība 751 458,75  

KM5.VM4 Noziedzība — cietušo atbalsts   

KM5.VM5 Noziedzība — draudu un riska novērtējums   

KOPĀ KM5 Noziedzības novēršana un apkarošana 11 634 836,05

KM6.VM1 Risks — novēršana un apkarošana 1 233 543,75  

KM6.VM2 Risks — informācijas apmaiņa   

KM6.VM3 Risks — Apmācība   

KM6.VM4 Risks — cietušo atbalsts   

KM6.VM5 Risks — infrastruktūras 5 262 657,75  

KM6.VM6 Risks — agrīnā brīdināšana un krīze   

KM6.VM7 Risks — draudu un riska novērtējums   

KOPĀ KM6 Riski un krīzes 6 496 201,50

Tehniskā palīdzība - policija 1 164 791,45  

KOPĀ 19 295 829,00
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3. tabula. Kopējās ES gada saistības (EUR)

2014 2015 2016 2017 2018 2019 2020 KOPĀ
IDF - robežas 0,00 3 729 396,00 3 487 421,00 2 583 423,00 2 283 953,00 2 322 285,00 1 565 226,00 15 971 704,00

IDF- policija 0,00 3 820 295,00 3 254 448,00 5 105 686,00 2 371 800,00 2 371 800,00 2 371 800,00 19 295 829,00

Pamatojums par jebkādu novirzi no konkrētajās regulās noteiktajām minimālajām 
procentuālajām daļām

LV will not to provide 5% threshold according to the Regulation (EU) No 515/2014 of the 
European Parliament and of the Council of 16 April 2014  establishing, as part of the Internal 
Security Fund, the instrument for financial support for external border and visa and repealing 
Decision No 574/2007/EC - Article 6 "Resources for eligible actions in the Member State"  
point 2(c) within National Objective 3: Common Union Standards. Latvia does not foresee to 
implement any action as a funding priority within the framework of this National Objective. 
The reason for the deviation from what is mentioned in the Article 6(2)(c) is:

 Currently in the field of the issue of the Schengen visas Latvia is represented by 13 
member states of the Schengen Agreement in 88 places in the world, whereas Latvia 
represents 13 member states of the Schengen Agreement in nine places of the world. 
Latvia is planning to continue concluding such contracts, which do not require 
additional financing, also in the future;

 ABC gate installation and financing options will be assessed by SBG and Airport 
authorities within the framework of the Riga International Airport terminal expansion 
project.
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